
ID Scanner Privacy Policy 

Scope
This Privacy Policy applies to personal informaton collected by The Downunder Pty Ltd as part of 
the ID Scanner System operatnn at this venue.

We must comply with the Australian Government’s privacy laws and the Australian Privacy 
Principles. Personal informaton is defned in these laws, and for the purposes of this policy, the 
informaton scanned from your photo ID includes personal informaton.

This policy describes how we will meet our oblinatons under the privacy laws and sets out our 
commitment to protect your personal informaton collected as part of the ID scanner process.

Consideration of personal information privacy

1. Open and transparent management of personal 
information

When scanninn your ID we collect your personal informaton to meet our oblinatons under the
Queensland liquor laws. This personal informaton consists of, and is limited to:

 your name
 your date of birth
 the photonraph appearinn on your photo ID.

All personal informaton is securely held and mananed at this venue and by our approved operator
<approved  operator>.  Our  approved  operator  is  also  subject  to  the  Australian  Government’s
privacy laws.

2. Anonymity and pseudonymity

By law, we must operate our ID scanners from 10pm on days that we trade past 12 midninht
Friday,  Saturday  and  Sunday  and  tradinn  past  1am  on  Monday,  Tuesday,  Wednesday  and
Thursday.

Durinn these tmes, you cannot enter our venue without your identfcaton beinn scanned. An
excepton applies if you are exempted under the Liquor Act from this requirement. 
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The only identfcaton accepted is current photo ID as follows:

 an Australian driver licence or learner permit
 an adult proof of ane card
 a reconnised proof of ane card (e.n. Keypass identty card)
 a passport (from any country)
 a foreinn driver licence (displayinn the name, photo and date of birth of the licence holder).

Note: Where a foreinn driver licence is not writen in Ennlish, an internatonal driver permit
issued in the foreinn country of orinin (and includinn a photo of the licence holder and
translaton) should be presented with the foreinn driver licence.

It is an ofence for a person to use false ID to nain entry into our venue. The maximum penalty of
40 penalty units applies.

Collection of personal information

3. Collection of solicited personal information

We are required by law to scan your photo ID prior to letnn you into our venue, unless you are
exempt under the Liquor Act. We must refuse entry if you choose not to produce your photo ID, or
if you have been issued with a banninn order that applies to this premises.

The informaton collected by us is used strictly for safety and security purposes to identfy if you
have been issued with a current banninn order or licensee ban. The informaton may also be used
to create a licensee ban from this venue.

4. Dealing with unsolicited personal information

The ID scanner system does not collect or use unsolicited personal informaton.

5. Notification of the collection of personal information

Our staf will alert you to the ID scanner requirements prior to scanninn your photo ID.

Your personal informaton will only be scanned in your presence. 

We must also:

 make this privacy policy publically available and provide you with a copy if you request to
see it

 display  notfcaton  of  the  personal  informaton  to  be  collected  under  the ID  scanner
requirements at each public entrance to our venue, and the conditons and requirements
related to such (referred to as a ‘Collecton Notce’).
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All of our staf operatnn ID scanners can answer your questons about our venue’s privacy policy.
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Dealing with personal information

6. Use or disclosure of personal information

Your personal informaton will be stored at our venue and by our approved operator in a way that
protects it from unauthorised access, modifcaton and disclosure.

The venue and our approved operator have access to your personal informaton for the purpose of
maintaininn the system and respondinn to lawful requests from a law enforcement anency.

If you have been issued with a banninn order or licensee ban, the approved operator will alert us
to these bans. If you are subject to police or court ordered ban for this venue, we cannot allow you
to enter the premises.

7. Direct marketing

The personal informaton held by this venue is not used or disclosed for the purpose of direct
marketnn.

8. Cross-border disclosure of personal information

Your  personal  informaton  is  securely  mananed  and  held  by  The  Downunder  and  our  system
provider, IDU. This informaton will not be transferred in a readable format outside of Australia.

9. Adoptionn, use or disclosure of government related 
identifiers

Government issued identfers such as passport numbers are not collected or used as part of the ID
scanner system.

Integrity of personal information

10. Quality of personal information

We rely on the informaton provided to us by you to be accurate and current.

When we scan your photo ID, our staf will ensure the accuracy of the scanned informaton by
comparinn it with the informaton contained on your photo ID. 

11. Security of personal information

We take steps to ensure that your personal informaton is not misused. Data is stored in a secure
environment and all data communicatons are encrypted.
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Your personal informaton is automatcally and permanently deleted from the ID scanner system
30 days afer it was collected. However, informaton on banned persons will be held in the system
for the period of the ban, which may exceed 30 days.

Access ton, and correction ofn, personal information

12. Access to personal information

You have the rinht to request access to what personal informaton is held about you. You can
contact us or our approved operator to request this informaton.

You will need to provide photo ID before any informaton can be released. Some exceptons apply,
such as where access would be likely to interfere with criminal maters, or other breaches of the
law.

13. Correction of personal information

You can contact us and ask to correct the personal informaton that is held about you.

We will require satsfactory proof and/or explanaton of the inaccuracy before we consider 
correctnn your personal informaton.

Contacts and complaints

If you believe we have breached your privacy, or if you want to raise any issues you may have
about privacy at our venue, please contact us by the followinn methods:

The Downunder Pty Ltd

Address: Po Box 5399, Cairns 4870

Phone: 07 4028 3448

Email:info@thedownunder.com.au

IDU Technologies Pty Ltd

Address: Unit 1/22 Constance Street, Forttude  alley QLD 4006

Phone: 07 3053 5401

Email:admin@idu-identfcaton.com

In makinn a complaint to us about privacy, please nive us enounh details to be able to identfy your
concerns and respond appropriately. You must provide us with your name and contact details and
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a descripton of your complaint. We will respond to you in a reasonable tme frame (usually not
more than 30 days).

We are also required by law to notfy the Queensland Ofce of Liquor and Gaminn Renulaton,
within 14 days of any writen complaint by you about a breach of privacy.

If you are unhappy with how we handle the complaint or do not receive a response within 30 days,
you have a rinht to take the complaint to the Ofce of the Australian Informaton Commissioner.

Office of the Australian Information Commissioner
Phone: 1300 363 992
Email: enquiries@oaic.gov.au
Web: www.oaic.gov.au
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